
AI FRONTRUNNERS– Privacy Policy 

Effective Date: June 22, 2025 

Privacy Policy 

1. What We Collect 
We collect:​
- Tool usage data​
- Technical session info​
- Configuration data​
We do not collect sensitive personal information or raw completions unless explicitly stated. 

2. Why We Collect It 
To:​
- Improve tool quality​
- Debug performance issues​
- Guide product direction​
We do not sell, rent, or share personal data. 

3. Your API Keys 
Keys, if stored, are encrypted and only used for routing your requests. You can delete them anytime. 

4. Data Storage & Retention 
Usage data is stored for platform improvement. You can request deletion. Non-essential logs are 
cleared within 30 days of account termination. 

5. Who Has Access 
Only core platform staff and devs working on system improvement. No advertisers or external tools 
have access. 

6. User Rights 
You may request:​
- Data deletion​
- Review of how your data is used​
- Opt-out of tracking (may affect UX) 

7. Security Practices 
We follow best practices (encryption, role-based access, audits) but cannot guarantee complete 
immunity. 



8. Policy Changes 
If we change this policy, we’ll notify users. Continued use implies acceptance. 
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